


A
nnual 47 C

.F.R
. § 64.2009(e) C

PN
I C

ertification

E
B

 D
ocket 06-36

A
nnual 64.2009(e) C

PN
I C

ertification for 2015 covering the prior calendar year 2014

D
ate filed:  February 6, 2015

N
am

e of com
pany covered by this certification:  A

lenco C
om

m
unications, Inc. d/b/a A

C
I

Form
 499 Filer ID

:  802461

N
am

e of signatory:  R
ay B

ussell

Title of signatory:   G
eneral M

anager

I, R
ay B

ussell, certify that I am
 an officer of the com

pany nam
ed above, and acting as an 

agent of the com
pany, that I have personal know

ledge that the com
pany has established operating 

procedures that are adequate to ensure com
pliance w

ith the C
om

m
ission’s C

PN
I rules.  See 47

C
.F.R

. § 64.2001 et seq.

A
ttached 

to 
this 

certification 
is 

an 
accom

panying 
statem

ent 
explaining 

how
 

the 
com

pany’s procedures ensure that the com
pany is

in com
pliance w

ith the requirem
ents set forth 

in section 64.2001 et seq. of the C
om

m
ission’s rules.

The com
pany has not

taken any actions (proceedings instituted or petitions filed by a 
com

pany at either state com
m

issions, the court system
, or at the C

om
m

ission against data 
brokers) against data brokers in the past year.  

The com
pany has notreceived any custom

er com
plaints in the past year concerning the 

unauthorized release of C
PN

I.

The com
pany represents and w

arrants that the above certification is 
consistent w

ith 47 C
.F.R

. § 1.17 w
hich requires truthful and accurate statem

ents to the 
C

om
m

ission. 
The 

com
pany 

also 
acknow

ledges
that 

false 
statem

ents 
and 

m
isrepresentations to the C

om
m

ission are punishable under Title 18 of the U
.S. C

ode and 
m

ay subject it to enforcem
ent action.

Signed _____________________________ 

A
ttachm

ent: A
ccom

panying Statem
ent explaining C

PN
I procedures
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To the best of m
y know

ledge, A
lenco C

om
m

unications, Inc.d/b/a A
C

I
(“the 

C
om

pany”) is in full com
pliance w

ith the FC
C

 rules on C
PN

I and its requirem
ents for 

the safeguarding of such custom
er inform

ation.  The C
om

pany’s operating procedures 
ensure that it is in com

pliance w
ith the FC

C
’s C

PN
I R

ules because disclosure of, or 
perm

itting access to, our custom
ers’ C

PN
I is not allow

ed w
ithout obtaining the 

requisite custom
er approval, except as required by law

, or the exceptions set forth in 
47 U

.S.C
. §222, and Subpart U

 of Title 47 of the C
ode of Federal R

egulations; 47 
C

.F.R
 §64.2001 through §64.2011.  

The C
om

pany has internal procedures in place to educate our em
ployees about 

C
PN

I and the disclosure of C
PN

I.  Em
ployees w

ith access to this inform
ation are 

aw
are of the FC

C
’s rules and are prohibited from

 disclosing or perm
itting access to 

C
PN

I w
ithout the appropriate custom

er consent or as allow
ed by law

 and the FC
C

 
rules.  A

ny em
ployee that accesses,

discloses, or uses C
PN

I in violation of federal 
regulations is subject to disciplinary action, and possible term

ination. 

The C
om

pany has assigned a D
irector for C

PN
I C

om
pliance to serve as the 

central point of contact regarding the C
om

pany’s C
PN

I responsibilities and questions 
related to

C
PN

I Policy.  The D
irector for C

PN
I C

om
pliance has responsibilities 

including, but not lim
ited to, supervising the training of all C

om
pany em

ployees w
ith 

access to C
PN

I, investigating com
plaints of unauthorized release of C

PN
I, and 

reporting any breaches to the appropriate law
 enforcem

ent agencies.  The D
irector for 

C
PN

I C
om

pliance also m
aintains records in accordance w

ith FC
C

 C
PN

I rules, 
including records of any discovered breaches, notifications of breaches to law

 
enforcem

ent, and law
 enforcem

ents’ responses to the notifications for a period of at 
least tw

o years.

A
ppropriate safeguards on the disclosure of C

PN
I have been im

plem
ented in 

accordance w
ith C

.F. R
. §64.2010. 

Prior to the disclosure of C
PN

I, custom
ers 

initiating calls to or visiting the C
om

pany’s offices are properly authenticated.  
Passw

ords and passw
ord back-up authentication procedures for lost or forgotten 

passw
ords are im

plem
ented in accordance w

ith §64.2010(e).  To establish a passw
ord 

for an existing custom
er, the C

om
pany m

ust first authenticate the custom
er w

ithout 
the use of readily available biographical inform

ation, or account inform
ation, such as 

calling the custom
er back at their telephone num

ber of record.  For a new
 custom

er, 
the passw

ord w
ould be established at the tim

e of service initiation.
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 (C
ontinued)

C
all 

detail 
inform

ation 
is 

only 
disclosed 

over 
the 

telephone, 
based 

on 
custom

er-initiated telephone contact, if the custom
er first provides a passw

ord that is 
not prom

pted by the C
om

pany asking for readily available biographical inform
ation, 

or account inform
ation.  If the custom

er does not provide a passw
ord, call detail 

inform
ation is only provided by sending it to the custom

er’s address of record
or by 

calling the custom
er at their telephone num

ber of record.  If the custom
er is able to 

provide call detail inform
ation to the C

om
pany during a custom

er-initiated call w
ithout 

the C
om

pany’s assistance, then the C
om

pany is perm
itted to discuss the call detail 

inform
ation provided by the custom

er.
Prior to the C

om
pany disclosing C

PN
I to a 

custom
er visiting any

of its retail offices in person, the custom
er m

ust present a valid 
photo ID

 m
atching the custom

er’s account inform
ation. 

The C
om

pany does not rely on readily available biographical inform
ation or 

account inform
ation to authenticate a custom

er’s identity before a custom
er can 

access C
PN

I related to their telecom
m

unications account online. O
nce authenticated, 

a 
custom

er 
can 

only 
obtain 

online 
access 

to 
C

PN
I 

related 
to 

his 
or 

her 
telecom

m
unications account w

ith a passw
ord that is not prom

pted by the C
om

pany 
asking for readily available biographical inform

ation, or account inform
ation. 

The C
om

pany has im
plem

ented procedures to notify custom
ers im

m
ediately 

w
henever a passw

ord, custom
er response to a back-up m

eans of authentication for 
lost or forgotten passw

ords, or address of record is created or changed.

The C
om

pany
provides notice to the custom

er of their right to restrict use of 
disclosure of, and access to that custom

er’s C
PN

I, and uses the opt-out m
ethod to solicit 

approval to use its custom
er’s individually identifiable C

PN
I for the purpose of 

m
arketing com

m
unications-related services in com

pliance w
ith §§ 64.2007 and 64.2008.  

The C
om

pany
is aw

are of the requirem
ent that notice is to be provided to the 

C
om

m
ission w

ithin five business days of any instances w
here the opt-out m

echanism
 

does not w
ork properly, to such a degree that consum

ers’ inability to opt-out is m
ore than 

an anom
aly.  H

ow
ever, no circum

stances have yet required such a notification by the 
C

om
pany.  Supervisory approval m

ust be obtained ofany proposed outbound m
arketing 

request for custom
er approval.

The C
om

pany requires express opt-in consent from
 a custom

er prior to the 
release of C

PN
I to a joint venture partner or independent contractor for m

arketing 
purposes.  H

ow
ever, currently the C

om
pany has not and does not plan to use, sell, or 

release C
PN

I to any third parties for m
arketing purposes

w
hich require opt-in 

consent.


